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一、 项目概述
1.1 项目背景
为贯彻落实《中华人民共和国网络安全法》、《网络安全等级保护条例》等法律法规，全面提升我单位关键信息基础设施的安全防护能力，保障业务连续性与数据安全性，现计划对以下两个核心业务平台（玉龙喀什一桥二桥监控平台、宇视高速公路整合平台）同步开展网络安全等级保护二级测评工作：
1.玉龙喀什一桥二桥监控平台：核心职能为桥面及桥底区域的实时视频监控与安全状态监测。
2.宇视高速公路整合平台：核心职能为高速公路路网全域的视频监控、交通事件管理与数据汇聚。
1.2 测评目标
通过对两个平台进行系统化的安全测评，发现其与《信息安全技术 网络安全等级保护基本要求》（GB/T 22239-2019）第二级要求之间的差距，识别安全风险，并提供合规、可行的整改建议。最终协助单位完成等保备案与测评，获得公安机关认可的测评报告，满足合规要求，并切实提升平台整体安全防护水平。
二、 测评对象与范围
本次测评对象为两个独立的信息系统，需要将将玉龙喀什一桥二桥监控平台部署到云端，再对该平台开展二级等保测评工作。宇视高速公路整合平台服务器在本地，只需开展二级等保测评工作即可。根据其不同的部署模式和责任主体，分别实施测评。
[bookmark: _GoBack] 三、 测评依据与标准
1. 《中华人民共和国网络安全法》
2. 《网络安全等级保护条例》
3. 《信息安全技术 网络安全等级保护定级指南》（GB/T 22240-2020）
4. 《信息安全技术 网络安全等级保护基本要求》（GB/T 22239-2019）
5. 《信息安全技术 网络安全等级保护测评要求》（GB/T 28448-2019）
6. 《信息安全技术 网络安全等级保护测评过程指南》（GB/T 28449-2018）
四、 服务成果
1. 《和田公路事业发展中心两个平台等级保护测评方案》（本文档）。
2.玉龙喀什一桥二桥监控平台部署到云端服务器，保证链路不卡顿。
3. 《宇视高速公路整合平台网络安全等级测评报告》《玉龙喀什一桥二桥监控平台网络安全等级测评报告》（各一份正本）。
4. 《安全问题风险及整改建议清单》。
5. 协助完成公安备案的全套文档。


